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Bezpieczeństwo

Materiały w zakresie bezpiecznego korzystania z urządzeń elektrycznych oraz bezpiecznego zachowania się w pobliżu takich
obiektów- dla rodziców i dzieci

https://edukacja.bezpieczniki.tauron.pl/

Bezpieczeństwo w sieci- kurs online dla rodziców

https://fundacja.orange.pl/kurs/

Na  stronie cykl reportaży TV- "Bezpieczny Dolnoślązak"  oraz serial telewizyjny
"Rodzice rozsądni"

http://www.umwd.dolnyslask.pl/bezpieczenstwo/bezpieczny-dolnoslazak/

"Cyberprzemoc"- poradnik dla rodziców

https://pl.wizcase.com/blog/czym-jest-cyberprzemoc-przewodnik-dla-rodzicow/   

Strony dla rodziców

http://www.opiekun.pl/strony-dla-rodzicow.htm

Aktualności - Baza wiedzy - Portal Gov.pl (www.gov.pl) 

https://cert.pl/zagrozenia/

Niebezpiecznik.pl - portal publikujący treści dotyczące cyberbezpieczeństwa

Scenariusze zajęć związane z bezpieczeństwem w ruchu drogowym:

Scenariusz I-III Dobrze Cię widzieć klasy 1-3
Scenariusz IV - VIII Dobrze Cię widzieć  klasy 4-8

Poniżej  adresy  do  spotu  i  filmów animowanych-  nt.  prawidłowego   zachowania  się  pieszych  na  drodze  oraz  podkreślające
wagę bycia widocznym dzięki kamizelkom odblaskowym.

https://www.dobrzeciewidziec.org/animacje

https://www.youtube.com/watch?v=VkKkCm3bzQs&list=PL0J9Vc2JV8j38VfFCxekos9TuPBETFu28

Scenariusz lekcji "Wirtualny świat" wirtualny_swiat_scenariusz_lekcji

prezentacja "Bezpieczeństwo w sieci"

 

"BEZPIECZNY DOLNOŚLĄZAK"     

Zapraszamy  do  obejrzenia  spotu  informacyjno-edukacyjnego,  promującego  bezpieczeństwo  w  sieci  i  ochronę  danych
osobowych, polecanego przez Urząd Marszałkowski Województwa Dolnośląskiego. Urząd Marszałkowski podejmuje działania,
w  ramach  programu  edukacyjnego  pn.  "BEZPIECZNY  DOLNOŚLĄZAK",  mające  na  celu  podnoszenie  świadomości
dolnośląskich uczniów w zakresie szeroko rozumianego bezpieczeństwa oraz umiejętności współdziałania ze służbami i
organizacjami  pracującymi  na  rzecz  bezpieczeństwa.  Spot  jest  zapowiedzią  kolejnej  edycji  programu  "BEZPIECZNY
DOLNOŚLĄZAK", w której nasza placówka bierze udział.

NA CZYM POLEGA OCHRONA DANYCH PODCZAS PRACY I NAUKI ZDALNEJ? - BEZPIECZNY DOLNOŚLĄZAK RADZI:

1. Instalowanie i aktualizacja dobrego programu antywirusowego.

https://edukacja.bezpieczniki.tauron.pl/
https://fundacja.orange.pl/kurs/
http://www.umwd.dolnyslask.pl/bezpieczenstwo/bezpieczny-dolnoslazak/
https://pl.wizcase.com/blog/czym-jest-cyberprzemoc-przewodnik-dla-rodzicow/
http://www.opiekun.pl/strony-dla-rodzicow.htm
https://www.gov.pl/web/baza-wiedzy/aktualnosci
https://cert.pl/zagrozenia
https://niebezpiecznik.pl/
https://sp7.legnica.eu/container/./Scenariusz-1-3-Dobrze-Cie-widziec-1-1625503906.pdf
https://sp7.legnica.eu/container/./Scenariusz-4-8-Dobrze-Cie-widziec1-1625503973.pdf
https://www.dobrzeciewidziec.org/animacje
https://www.youtube.com/watch?v=VkKkCm3bzQs&list=PL0J9Vc2JV8j38VfFCxekos9TuPBETFu28
http://sp7.legnica.eu/wp-content/uploads/2019/03/wirtualny_swiat_scenariusz_lekcji.pdf
https://poczta.legnica.eu/WorldClient.dll?Session=XWGQDSTK4X5EV&View=OpenAttachment&Number=1011&FolderID=0&Part=2&Filename=%F0%9F%8C%90%20BEZPIECZNI%20W%20SIECI.pdf
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2.  Znajomość  i  stosowanie  się  do  zabezpieczeń  na  stronach  bankowych,  czujność  przy  korzystaniu  z  bankowości
elektronicznej.

3. Dokonywanie płatności tylko i  wyłącznie z własnych urządzeń lub z urządzeń osób zaufanych oraz niekorzystanie z
publicznych sieci. Wyszukiwanie strony banku poprzez wpisanie jego nazwy ręcznie w górnym pasku wyszukiwarki, nie
poprzez samą wyszukiwarkę.

4. Nieudostępnianie swoich danych (bank nie pyta o poufne dane, czyli np. kod PIN do karty płatniczej).

5. Nieinstalowanie nielegalnego oprogramowania.

6. Nieotwieranie wiadomości i załączników z nieznanych źródeł.

7. Niewchodzenie na podejrzane strony.

8. Skanowanie komputera dobrym programem antywirusowym.

9. Regularna aktualizacja oprogramowania na komputerze, szczególnie oprogramowania przeglądarek internetowych.

10.  Regularna  zmiana  haseł  do  komputera,  konta  internetowego  itp.  (najlepsze  hasła  są  trudne,  do  każdej  usługi
internetowej inne).


